
Hemanth Siramdasu et al, International Journal of Computer Science and Mobile Computing  Vol.2 Issue. 9, September- 2013, pg. 286-295 

 

© 2013, IJCSMC All Rights Reserved                                                                                        
 

Available Online at www.ijcsmc.com 

International Journal of Computer Science and Mobile Computing 

A Monthly Journal of Computer Science and Information Technology 

ISSN 2320–088X 

    IJCSMC, Vol. 2, Issue. 9, September 2013, pg.286 – 295 

                               RESEARCH ARTICLE 

A Random Mechanism to Measure and 
Predict Changes in DDos Attacks 

 
Hemanth Siramdasu1, Premnath G2, Karthick M3 

1Computer Science & Engineering, VelTech Multitech Dr. Rangarajan Dr. Sakunthala Engineering College, 
Chennai, India 

2Computer Science & Engineering, VelTech Multitech Dr. Rangarajan Dr. Sakunthala Engineering College, 
Chennai, India 

3Computer Science & Engineering, VelTech Multitech Dr. Rangarajan Dr. Sakunthala Engineering College, 
Chennai, India 

1 hemanth204@gmail.com; 2 prem_nathcse@yahoo.co.in; 3 pthick@gmail.com  
______________________________________________________________________________________________________ 

Abstract— Distributed Denial-of-Service (DDoS) attacks are a vital menace to the Internet. Nevertheless, 
the recollection take away attribute of the Internet routing methods builds it particularly inflexible to draw 
back to the resource of these assaults. Because of these, there is no helpful and proficient technique to pact 
with this concern up to at hand. In this study, we recommend an innovative map out process for DDoS 
attacks that is supported on randomness of flow of packets in among common and DDoS attack transfer, 
which is primarily unlike from generally used packet spotting practices. In association to the active DDoS 
draw back techniques, the projected approach encloses a number of benefits as memory non severe, 
capably scalable, vigorous beside packet contamination, and self-governing of attack traffic models. 
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