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Abstract— To search for malicious web pages, the first step is 
typically to use a crawler to collect URLs that are live on the 
Internet. In this system, Deep Web Crawler is presented to detect the 
deep malicious web pages, an approach to search the web more 
efficiently for pages that are likely malicious. Deep Web Crawler 
uses the crawling infrastructure of search engines to retrieve URLs 
that are much more likely to be malicious than a random page on 
the web. In other words this Crawler increases the input to the URL 
stream. The deep web crawler also focuses on how to prepare 
appropriate queries to retrieve hidden pages. As vast amount of Web 
pages lie in the deep or invisible web these pages are typically only 
accessible by submitting queries to a database, and regular crawlers 
are unable to find these pages if there are no links that point to 
them. 
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