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Abstract— Data hiding, a form of steganography, ase of the emerging techniques that embeds secata d
into a digital media and thus ensures secured dagnsfer. In this paper, the steganographic methoded, is
based on audio steganography which is concernechvédtnbedding secret data in an audio file. The basic
idea of proposed method is that the host signale(found wave cover media) undergoes preprocessing,
then the results takes the shape of an image in aththe data can be securely hidden in the imageelesy
The secret data is then hidden in a preprocessednsowave using a traditional steganographic techoi
The least significant-bit (LSB) based technique avery popular for steganography in spatial domainhe
simplest LSB technique simply replaces the LSB e tcover image with the bits from secret informatio
Further advanced techniques use some criteria terntify the pixels in which LSB(s) can be replacedttw
the bits of secret information. In DCT based teclmie insertion of secret information in carrier depéds on
the DCT coefficients. Any DCT coefficient value al@ proper threshold is a potential place for ingert of
secret information. The proposed methods offer higjuality of steganography process in terms of Peak
Signal-to-Noise Ratio (PSNR). Only minor changes the contents of the audio file occur, which are
indiscernible to human ears. In addition, severattacks on the sound wave were performed; the result
showed that the hidden secret data can be retriewéti minimal distortion. An implementation of botkthese
methods and their performance analysis has beeneanthis paper.
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